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 This study identified the forms of Cyber Harassment experienced by pre-
university students of Obafemi Awolowo University, Nigeria. Also, this study 
investigated the common perpetrators of cyber harassment against the 
students. This study also determined the coping strategies employed in 
dealing with cyber harassment. Finally, this study investigated the predictive 
ability of demographic variables on cyber harassment. The survey research 
method was adopted for this study. The population consisted of 2157 pre-
university students of Obafemi Awolowo University, Nigeria. A total of 912 
students were selected as samples for this study. A questionnaire was used 
in collecting data for this study. The data collected were analyzed using 
Cluster Analysis, Frequency and Percentages, Relative Significance Index 
(RSI) and Regression. The results showed that the prevalent form of cyber 
harassment experienced by the students include social exclusion 
harassment, while visual/sexual and verbal/written harassments were also 
experienced by significant percentage of the respondents. Also, male and 
female co-students and friends are the most perpetrators of cyber 
harassment against the students. The result further showed that active 
ignoring, helplessness/self-blame were the most adopted strategies. While 
assertiveness, close support, technical coping and retaliation were 
moderately adopted. The result finally showed that students age, religion 
and family types predict students’ experiences of cyber harassment, while 
students’ sex did not. The study concluded that social isolation is the most 
experienced form of cyber harassment, while co-students and friends 
appeared to be the most perpetrators of cyber harassment against the 
students. 
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INTRODUCTION  

Harassment has been a prevailing issue in the world for a very long period of time now (Olweus, 
2013). Harassment is the persistence attack and criticism on an individual causing worry and distress 
to that person (Oksanen, Celuch, Latikka, Oksa & Savela, 2022). It could come in the form of sexual 
harassment, verbal harassment, physical harassment and so on (Quinones, 2020; Raver & Nishii, 2010). 
Previously, harassment involved face to face activities with the victim and the perpetrators, however, 
in recent times, harassment has been taken to the internet as a result of the development in 
technology and this is commonly referred to as cyber harassment (Freeman, Zamanifard, Maloney & 
Acena, 2022).   

Cyber harassment involved the use of internet to harass, and it does not require whether the 
victim is known to the perpetrators or not. The perpetrators can operate under anonymity and so their 
identity is unknown to the victim(s) (Hafeez, 2014). Cyber harassment is the use of Information and 
Communications Technology (ICT) to harass, control, manipulate or habitually disparage a child, adult, 
business or group without a direct or implied threat of physical harm. Its forms include verbal, sexual, 
emotional or social abuse among many others (Mendonca & D’Cruz, 2021). Cyber harassment can be 
further categorized into cyberstalking or internet troll. This can also be in form of direct harassment, 
invasion of privacy and denial of access.  

Furthermore, people in different parts of the world now communicate together on a variety of 
devices such as cell phones, tablets, or computers. A picture/photo, video, text message, or email may 
be viewed by an individual, shared with another or “go viral” and spread to hundreds of thousands of 
users in a matter of minutes (Bloom, Garicano, Sadun & Van Reenen, 2014). Technology keeps 
improving, which in turn influences the way people interact by promoting global communication and 
allowing individuals to connect with others more readily. 

Whereas, due to advancement in technology and educational technology, online 
communications is now part of teaching and learning process in almost every tertiary institution 
campuses. For instance, a study in Washington DC among college seniors’ students showed that 
virtually 100% of college seniors had access to the Internet (Harris Interactive, 2001). This is because 
it is required today that students take their own computer to campus, and some schools even require 
all students to have one. Schools now run online programmes that require students to be connected 
to the internet. Almost all universities and colleges now make high-speed Internet access available in 
the halls of residence and provide computer labs and library computer access for students who do not 
have their own computer. Students at times connect with their lecturers, friends and family through 
different online means such as e-mail among others (Franklin, 2015). Also, many students make use of 
Instant Messenger (I-M), which allows real-time communications through typing of messages back and 
forth across the Internet (Bouhnik & Deshen, 2014).  

Without doubt, the use of the Internet has many benefits that enrich students’ scholarly and 
social experiences through access to a multitude of information and entertainment Web sites, libraries, 
online databases of scholarly journals, newsgroups, just to mention a few. However, evidence also 
exist about the variety of difficulties that the use of the Internet has caused, most especially 
uncontrolled access to the internet by young students and adolescents (Shatri, 2020; Sowmya & Roja, 
2017). Some of these include cyber addiction, identity theft, exposure to unwanted violent and/or 
pornographic content or messages, e-mail harassment, cyberstalking and “cyber harassment” 
(Rapisarda & Kras, 2023; Opesade & Adetona, 2021; Attrill-Smith & Wesson, 2020). The extent to which 
college students experience these problems and know what to do if they occur is largely unknown. 

More specifically, cyber harassment as one of these difficulties is seen as an act used by one or 
more online users attempting to psychologically devastate another online user(s). This behaviour has 
led to the death of so many teenagers and young adults in the western world (Erdur-Baker & Kavşut, 
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2007). Several studies have been conducted on cyber harrasment among students in Nigeria, however, 
many of these studies largely focused on prevalence of cyber harasment (Mustapha, Muhammad & 
Olowoniyi, 2021; Olasanmi, Agbaje & Adeyemi, 2020), awareness and context (Olumide, Adams & 
Amodu, 2015). However, studies which explored the types/forms of cyber harassment, with focus on 
investigating the perpetrators from the victims’ perspectives, are still largely unavailable, hence this 
study. 

PURPOSE OF THE STUDY 

The main objective of this study is to investigate the forms and predictive factors and 
perpetrators of cyber-harassment among pre-university students of Obafemi Awolowo University, 
Nigeria. This is with a view to understanding the prevalent form(s) of cyber harrassment students are 
exposed to and factors which may predispose students to cyber harrasment. This study will help in 
identifying common perpetrators of cyber harassment against the students 

SPECIFIC OBJECTIVES 

The specific objectives of this study are to: 

i. identify the prevalent forms of Cyber Harassment experienced by pre-university students of 
Obafemi Awolowo University, Nigeria 

ii. investigate the common perpetrators of cyber harassment against the pre-university students 
of Obafemi Awolowo University, Nigeria 

iii. determine the coping strategies used by the students in dealing with cyber harassment 
iv. investigate the predictive ability of demographic variables on cyber harassment of pre-

university students of the institution 

RESEARCH QUESTIONS 

Based on the stated objectives above the following research questions will be generated 

i. What forms of Cyber Harassment is mostly experienced by pre-university students of Obafemi 
Awolowo University, Nigeria? 

ii. Who are the common perpetrators of cyber harassment against the pre-university students of 
Obafemi Awolowo University, Nigeria? 

iii. What are the coping strategies used by the students in dealing with cyber harassment? 

RESEARCH HYPOTHESES 

The following hypothesis was raised 

i. There is no significant predictive ability of demographic variables on cyber harassment of 
pre-university students of the institution  

METHOD 

The study adopted descriptive survey research design. This research design was adopted in 
order to help the researcher gained insight into the phenomenon being studies, while providing basis 
to appropriately describe the population, as well as the distribution of the variables, most especialy 
without regard to any causal or other hypothesis (Aggarwal & Ranganathan, 2019). The descriptive 
survey research design accurately captures this study as data collected from the respondents, who 
could also be described as the representative sample, will be generalizable on the whole population 
(Aggarwal & Ranganathan, 2019). 

 

 



Psycho-Educational Research Reviews, 13(2), 2024, 116-128                 Adenaike & Omotehinse 

 

119 

POPULATION 

The population for this study consisted of pre-university students of Obafemi Awolowo 
University, Nigeria. The preuniversity students of this institution consisted of students offering two 
different programmes, which include Pre-degree programme and Joint Universities Preliminary 
Examination Board (JUPEB) programme. According to statistics provided by the Pre-University 
programme management, there were 692 JUPEB students in the University for the 2021/2022 
academic session, while there were 1465 Pre-degree students for this same academic session, making 
a total of 2157 students for the two programmes. This population was considered more appropriate 
for this study as they constitute young individuals, many of which are just gaining independence from 
their parents, and becoming more exposed to using the internet. This will help in understanding the 
forms of cyber harassment young people are exposed to and those who perpetrate this against them. 

SAMPLE AND SAMPLING TECHNIQUE 

 A sample of 912 students, representing 42% of the population was selected from the pre-
university students of Obafemi Awolowo University. However, after the collection and cleaning of the 
data, about 11 responses were discarded as they were not completely filled, leaving total of 901 
respondents which were finally selected for this study. This number can be said to represent adequate 
sample, from which the result could be generalized on the whole population. Moreover, the sample 
comprised 564 females and 333 males between the age range of 15 and 30, selected using multistage 
sampling technique (which involved three stages of selection). İn the first stage, two programmes were 
selected from the pre-university programmes being offered by the university using simple random 
technique. İn the second stage, students were selected from each of the programmes using 
convenience sampling technique. Thus, a total of 467 students were selected from those in JUPEB 
programme, while a total of 434 students were selected from those in pre-degree programme. The 
choice of these sampling procedures were to minimize bias in sample selection and ensure that 
selected samples adequately represent the whole population. The demographic information of the 
respondents was presented in Table 1. 

Table 1. Demographic Information of the Respondents 
Variables                Categories Frequency Percent 

Sex Female 564 62.6 
Male 333 37.0 
No Response 4 .4 

Total 901 100.0 

Age 15-20 713 79.1 
21-25 166 18.4 
26-30 14 1.6 
Above 30 4 .4 
No response 4 .4 

Total 901 100.0 

Programme JUPEB 467 51.8 
Pre-degree 434 48.2 
Total 901 100.0 

Religion Christianity 644 71.5 
Islam 211 23.4 
Traditional 30 3.3 
Others 15 1.7 
No Response 1 .1 

 Total 901 100.0 

Family type Monogamy 594 65.9 
Polygamy 151 16.8 
Single parent 67 7.4 
Divorced 25 2.8 
Widow/Widower 28 3.1 

 No Response 36 4.0 
 Total 901 100.0 
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Table 1 presents the demographic information of the respondents. On the Table, 62.6% of the 
respondents were females, while 37.0% were males, implying that more males were represented in 
the study than females. Also, 79.1% of the respondents were between the age of 15 and 20, 18.4% 
were between the age of 21 and 25, 1.6% were between the age of 26 and 30, while 0.4% were above 
the age of 30. From this, it can be concluded that majority of the respondents were between age 26 
and 20 years. Also, 71.5% of the respondents were Christians, 23.4% were Muslims, 3.3% were 
Traditional worshipers, while 1.7% belonged to other religions, implying that majority of the 
respondents were Christians. Also, 65.9% of the respondents came from Monogamous family, 16.8% 
were from Polygamous family, 7.4% were from Single Parenting, 2.8% were from Divorced home and 
3.1% had one or both of their parents already dead. From this, it can be concluded that majority of the 
respondents were from Monogamous family. 

INSTRUMENT 

A questionnaire titled “Cyber Harassment Questionnaire” was used to collect data for this study. 
The questionnaire contained four Sections. Section A contained items on the demographic variables 
of the respondents. These cover the sex, age, religion and family types of the respondents. This section 
was used to gather information on the personal information of the respondents. Section B contained 
26 items on Cyber Harassment, adapted from Lee, Abell and Holmes, (2017). These items measured 
three forms of cyber harassment which include Verbal/Written harassment (items 1 to 10), 
Visual/Sexual harassment (items 11 to 20) and Social Exclusion Harassment (items 21 to 26). The 
response type ranged from Always, Sometimes, Rarely and Never. The validity and reliability of the 
questionnaire were carried out by the original author, among 378 respondents. As presented by the 
author, the reliability value was 0.95, while the validity results showed a Comparative Fit Index (CFI) of 
0.97, Tucker-Lewis Index (TLI) of 0.95, root mean square error of approximation (RMSEA) of 0.08 and 
standardized root mean square residual (SRMR) of 0.07. These were considered appropriate for 
conducting the research (Kline, 2011). Based on this, the researchers did not consider the need to 
revalidate the instrument. 

Section C of the questionnaire contained items on the perpetrators of Cyber Harassment 
towards the students. The response type ranged from Always, Sometimes, Rarely and Never. This 
section was used in knowing the common and other perpetrators of cyber harassment. Section D of 
the questionnaire contained 23 items developed by the researchers through literature on the coping 
strategies adopted by the students in dealing with cases of cyber harassments. These items were 
divided into seven sections to address different coping strategies adopted by the students. These 
include Distal advice (items 1 to 3), Assertiveness (items 4 to 7), Helplessness/self-blame (items 8 to 
10), Active ignoring (items 11 to 12), Retaliation (items 13 to 16), Close supports (items 17 to 20) and 
Technical coping (items 21 to 23). The response type also ranged from Always, Sometimes, Rarely and 
Never. 

RESULTS 

RESEARCH QUESTION 1 

What forms of Cyber Harassment is mostly experienced by pre-university students of Obafemi 
Awolowo University, Nigeria? 

To answer this question, the Section B of the questionnaire which addressed Cyber Harassment 
was adopted. The responses of the respondents to this Section were scored in such a way that a score 
of 4 was allotted to Always, a score of 3 was allotted to Sometimes, a score of 2 was allotted to Rarely 
and a score of 1 was allotted to Never. After this, the items were categorized into the types of cyber 
harassment identified in the questionnaire. In the categorization, items 1 to 10 were added together 
to represent Verbal/Written Harassment, items 11 to 20 were added together to represent 
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Visual/Sexual Harassment, and items 21 to 26 were added together to represent Social Exclusion 
Harassment. These different categorizations were subjected to Cluster analysis and the results are 
presented in Tables 2 to 4. 

Table 2. Final Cluster Centers of Forms of Cyber Harassment Experienced by Pre-university Students of Obafemi 
Awolowo University, Nigeria 

 
Cluster 

1 2 3 

Verbal/Written 13.01 27.15 37.20 
Visual/Sexual 11.83 24.42 33.66 
Social Exclusion 7.52 14.56 18.61 

Table 2 presents the final cluster centers of the categorizations of forms of cyber harassment 
experienced by the respondents. Judging from the nearest of the mean, social exclusion harassment 
could be said to belong to cluster 1, visual/sexual harassment could be said to belong to cluster 2, while 
verbal/written harassment could be said to belong to cluster 3. The number in each cluster is displayed 
in table 3. 

Table 3. Number of Cases in each Cluster of Forms of Cyber Harassment Experienced by Pre-university Students 
of Obafemi Awolowo University, Nigeria 

Cluster 1 537.000 
2 252.000 
3 112.000 

Valid 901.000 
Missing .000 

Table 3 presents the number of cases in each of the clusters of cyber harassment indicated. As 
seen on the Table, cluster 1 have a total of 537 cases, cluster 2 has a total of 252 cases and cluster 3 
has a total of 112 cases. These were subjected to descriptive analysis, in line with the identification 
presented in Table 2, and the result is presented in Table 4. 

Table 4. Descriptive Statistics of the Prevalent Forms of Cyber Harassment Experienced by Pre-university 
Students of Obafemi Awolowo University, Nigeria 

 Cyber Harassment Frequency Percent 

Social Exclusion 537 59.6 
Visual/sexual 252 28.0 
Verbal/Written 112 12.4 
Total 901 100.0 

Table 4 presents the results of the prevalent forms of Cyber Harassment experienced by pre-
university students of Obafemi Awolowo University, Nigeria. On the table, 537 students, representing 
59.6% of the respondents experienced social exclusion harassment, 252 students, representing 28.0% 
of the respondents were victims of visual/sexual cyber harassment, while 112 students, representing 
12.4% of the respondents experienced verbal/written harassment. From this, it could be concluded 
that the prevalent forms of harassment experienced by the students include social exclusion 
harassment, while others, such as visual/sexual and verbal/written harassments are also experienced 
by significant amount of the respondents. 

RESEARCH QUESTION 2 

Who are the common perpetrators of cyber harassment against the pre-university students of 
Obafemi Awolowo University, Nigeria? 

To answer this question, Section C of the questionnaire on Perpetrators of Cyber Harassment 
towards the students were adopted. This Section was in such a way that a score of 4 was allotted to 
Always response, a score of 3 was allotted to Sometimes response, a score of 2 was allotted to Rarely 
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response and a score of 1 was allotted to Never response. These were initially subjected to analysis of 
frequency and percentages, after which Relative Significance Index (RSI) were performed on the 
responses in order to analyze the relative importance of each item in comparison to others. The result 
is presented in Table 5. 

Table 5. Common Perpetrators of Cyber Harassment against the Pre-university Students of Obafemi Awolowo 
University, Nigeria 

S/N Perpetrators Always Sometimes Rarely Never RSI Rank 

1. Lecturers 190 (21.1) 66 (7.3) 69 (7.7) 573 (63.6) 0.465 4 
2. Co-students (males) 155 (17.2) 158 (17.5) 132 (14.7) 454 (50.4) 0.504 1 
3. Co-students (females) 155 (17.2) 120 (13.3) 137 (15.2) 487 (54.1) 0.484 3 
4. Siblings 146 (16.2) 87 (9.7) 84 (9.3) 582 (64.6) 0.444 6 
5. Other Family Relations 130 (14.4) 112 (12.4) 91 (10.1) 565 (62.7) 0.446 5 
6. Friends 137 (15.2) 172 (19.1) 146 (16.2) 444 (49.3) 0.501 2 
7. Distance relations 91 (10.1) 140 (15.5) 108 (12.0) 561 (62.3) 0.434 8 
8. Community dwellers 72 (8.0) 166 (18.4) 116 (12.9) 545 (60.5) 0.435 7 
9. Religious Leaders 67 (7.4) 139 (15.4) 102 (11.3) 591 (65.6) 0.412 9 
10. Father 71 (7.9) 126 (14.0) 101 (11.2) 603 (66.9) 0.407 10 
11. Mother 60 (6.7) 126 (14.0) 107 (11.9) 608 (67.5) 0.400 12 
12. Guardian 78 (8.7) 101 (11.2) 112 (12.4) 605 (67.1) 0.403 11 

Table 5 presents the result of the perpetrators of cyber harassment against pre-university 
students of Obafemi Awolowo University, Nigeria. Judging from the RSI, co-students who are male 
happen to ranked as 1st perpetrators of cyber harassment, followed by friends, which ranked as 
second, female co-students ranked as 3rd perpetrator, lecturers ranked as 4th perpetrator, other family 
relations ranked as 5th perpetrator, respondents’ siblings ranked as 6th perpetrator. The least 
perpetrators include mothers which ranked as 12th, guardians which ranked as 11th, fathers which 
ranked as 10th and religious leaders which ranked as 10th. From the above results, it can be concluded 
that the greatest perpetrators of cyber harassment against the students include their co-students and 
friends. 

RESEARCH QUESTION 3 

What are the coping strategies used by the students in dealing with cyber harassment? 

To answer this question, Section D of the questionnaire which addressed the Strategies used in 
Coping with Cyber Harassment was adopted. The responses of the respondents to this Section were 
scored in such a way that a score of 4 was allotted to Always, a score of 3 was allotted to Sometimes, 
a score of 2 was allotted to Rarely and a score of 1 was allotted to Never. After this, the items were 
categorized into the different types of coping strategies identified in the questionnaire. In the 
categorization, items 1 to 3 were added together to represent Distal advice strategy, items 4 to 7 were 
added together to represent Assertiveness strategy, items 8 to 10 were added to represent 
Helplessness/Self-blame strategy, items 11 to 12 were added to represent Active ignoring strategy, 
items 13 to 16 were added together to represent Retaliation strategy, items 17 to 20 were added to 
represent Close support strategy, while items 21 to 23 were added together to represent Technical 
coping. These different categorizations were subjected to Cluster analysis and the results are 
presented in Tables 6 and 8. 
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Table 6. Final Cluster Centers of the Coping Strategies used by the Students in Dealing with Cyber Harassment 

 
Cluster 

1 2 3 4 5 6 7 

Distal advice 6.42 8.24 4.77 3.87 3.26 10.94 10.97 
Assertiveness 13.43 10.22 12.15 6.21 4.64 14.75 14.42 
Helplessness/self-blame 6.54 7.28 5.47 5.62 3.33 10.56 9.68 
Active ignoring 4.72 4.76 4.01 4.05 2.26 7.05 5.82 
Retaliation 6.71 10.67 5.81 7.13 4.31 14.16 9.99 
Close Support 12.97 10.69 6.54 9.68 4.39 14.41 7.32 
Technical Coping 11.03 7.79 6.79 8.95 3.55 10.61 5.05 

Table 6 presents the final cluster centers of the categorizations of the strategies adopted by the 
respondents in coping with cyber harassment. Judging from the nearest of the mean, Retaliation could 
be said to belong to cluster 1, Assertiveness belonged to cluster 2, Helplessness/self-blame could be 
said to belong to cluster 3, Distal advice could be said to belong to cluster 4, Active ignoring could be 
said to belong to cluster 5, Close Support belonged to cluster 6, while Technical Coping could be said 
to belong to cluster 7. The number in each cluster is displayed in table 7. 

Table 7. Number of Cases in each Cluster of the Coping Strategies used by the Students in Dealing with Cyber 
Harassment 

Cluster 1 72.000 Retaliation 
2 114.000 Assertiveness 
3 124.000 Helplessness/self-blame 
4 63.000 Distal advice 
5 370.000 Active ignoring 
6 85.000 Close Support 
7 73.000 Technical Coping 

Valid 901.000  
Missing .000  

Table 7 presents the number of cases in each of the clusters of coping mechanisms adopted by 
the respondents in coping with cyber harassment indicated. As seen on the Table, cluster 1 has a total 
of 72 cases, cluster 2 has a total of 114 cases, cluster 3 has a total of 124 cases, cluster 5 has a total of 
370 cases, cluster 6 has a total of 85 cases, while cluster 7 has a total of 73 cases. These were subjected 
to descriptive analysis, in line with the identification presented in Table 6, and the result is presented 
in Table 8. 

Table 8. Descriptive Statistics of the Coping Strategies used by the Students in Dealing with Cyber Harassment 

 Coping Strategies Frequency Percent 

Retaliation 72 8.0 
Assertiveness 114 12.7 
Helplessness/self-blame 124 13.8 
Distal advice 63 7.0 
Active ignoring 370 41.1 
Close Support 85 9.4 
Technical Coping 73 8.1 
Total 901 100.0 

Table 8 presents the results of the coping strategies adopted by the students in dealing with 
Cyber Harassment. On the table, 370 (41.1%) of the students adopts active ignoring, 124 (13.8%) of 
the students adopt helplessness and/or self-blame, 114 (12.7%) of the students adopt assertiveness 
strategy, 85 (9.4%) of the students adopt close support, 73 (8.1%) of the students adopt technical 
coping, 72 (8.0%) of the students adopt retaliation, while 63 (7.0%) of the students adopt distal advice 
coping strategy. From the table, it can be concluded that the most adopted coping strategies against 
cyber harassment include active ignoring, helplessness and/or self-blame and assertiveness. 
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HYPOTHESIS 1 

There is no significant predictive ability of demographic variables on cyber harassment of pre-
university students of the institution. 

To test this hypothesis, the respondents’ demographic variables and their scores on sexual 
harassment were subjected to Multiple Regression analysis. This was done using the demographic 
variables as the independent variables, while the cyber harassment scores served as the dependent 
variable. The results are presented in Tables 9 and 10. 

Table 9. Model Summary of the Predictive Ability of Demographic Variables on Cyber Harassment of Pre-
university Students of the Institution 

Model Summary ANOVA 

Model R R Square 
Adjusted R 

Square 
Std. Error of 
the Estimate df           F               Sig. 

1 .307a .094 .090 21.62613 4 22.085 .000b 

a. Dependent Variable: Cyber Harassment  
b. Predictors: (Constant), Family type, Sex, Age, Religion 

Table 9 presents the model summary of the predictive ability of demographic variables of sex, 
age, religion and family types on cyber harassment of pre-university students of the institution. On the 
table, the R square was 0.094, while the adjusted R square was 0.090. This can be interpreted to mean 
that the demographic variables of sex, age, religion and family types accounts for a maximum of 9.4% 
and a minimum of 9.0% of the variance explained in cyber harassment. Also, on the table, the p value 
(0.000) was found to be less than 0.05 threshold for social sciences. Thus, it can be concluded that 
respondents’ demographic variables of sex, age, religion and family types significant predict their 
experience of sexual harassment. In order to understand the predictive ability of each of the 
demographic variables and their contributions, the coefficient table is presented below: 

Table 10. Coefficients of the Predictive Ability of each of the Demographic Variables on Cyber Harassment of 
Pre-university Students of the Institution 

Model 

Unstandardized Coefficients Standardized Coefficients 

    t            Sig.           B Std. Error Beta 

1 (Constant) 32.260 2.964  10.883 .000 
Sex -2.753 1.549 -.059 -1.778 .076 
Age 8.203 1.627 .174 5.042 .000 
Religion 5.509 1.296 .152 4.250 .000 
Family type 2.245 .825 .097 2.723 .007 

a. Dependent Variable: Harassment 

Table 10 presents the significant results of the predictive ability of demographic variables of sex, 
age, religion and family type on cyber harassment of pre-university students of the institution. On the 
table, the age of the respondents (B = 8.203, p < 0.05), religion of the respondents (B = 5.509, p < 0.05) 
and family type (B = 2.245, p < 0.05) significantly predict students’ experience of cyber harassment. 
However, students’ sex (B = -2.753, p > 0.05) did not predict students’ experience of cyber harassment. 
Also, on the table, respondents’ age, religion and family types were found to positively predict 
students’ experience of cyber harassment. To interpret this, for the age, it could be said that the 
younger the students, the more they experience cyber harassment; also, the more their religion tilt 
towards Christianity, the more their experience of cyber harassment; and the more students from 
monogamy family, the more their experience of cyber harassment. 

DISCUSSION 

The results of this study found that social exclusion harassment is the most prevalent types of 
cyber harassment experienced by pre-university students of Obafemi Awolowo University, Nigeria. 
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Also, result found that significant number of the students experienced visual/sexual cyber harassment, 
as well as verbal/written cyber harassment. This result of this study partially correlates with that of 
Thorvaldsen et al. (2016) where verbal and visual cyber harassment were found to be prevalent among 
their respondents however, unlike this present study, social exclusion was found to be very limited 
among the students sampled. However, the findings of Chi, Lan, Ngan and Linh (2020) were in line with 
this present study as they found verbal, visual and social isolation cyber harassment are some of the 
most experienced cyber harassments by their respondents. In the same vein, the result of the study 
conducted by Mustapha, Muhammad and Olowoniyi (2021) among students found that all forms of 
cyber harassment, including the ones mentioned in this current study, were being perpetrated and 
experienced by their respondents (both perpetrators and victims). Also, the study of Agustiningsih and 
Yusuf (2023) supported the findings of this study, as they found that social exclusion and verbal/written 
cyber harassment are some of the most experienced cyber harassment by students. Reasons for this 
present result may be due to the “controlled environment” most of the respondents live in, seeing that 
they are pre-university students. The other forms of cyber harassment may be considered as 
dangerous ones, which may attract severe punishment from the school authority, hence, the higher 
likelihood to engage in social isolation harassment, as compared to other forms of cyber harassment. 
Also, considering that these respondents were pre-university students, the autonomy to act in certain 
ways may not be fully guaranteed (Ismail & Yin, 2020) compared to the autonomy at the disposal of 
university students (Ozer, 2013). Thus, any disobedient acts may bring grave consequences and 
punishment to the students. Hence the domiannce of social isolation form of cyber harassment, which 
may have little or no consequences. 

Furthermore, results found that most perpetrator of cyber harassment against the students are 
male and female co-students, friends and lecturers, while parents, such as fathers, mothers and 
guardians were least perpetrators of cyber harassment against the students. Most of the research 
available on cyber harassment perpetrators focused on students being either victims or perpetrators 
(Rice et al., 2015; Kopecký, 2014). Studies which examined the contributions of significant others could 
not be found as at when this study is being conducted. Even though, this finding revealed that co-
students and friends were the highest perpetrators of cyber harassment against the students, the 
contributions of others such as lecturers, family relations, siblings, religious leaders cannot be 
underestimated, as this finding have shown that these individuals contribute significantly to cyber 
harassment experienced by the respondents of this study. 

In addition, the results of this study showed the strategies adopted by students in coping with 
cyber harassment. The results showed that active ignoring, helplessness/self-blame were the most 
adopted strategies. While assertiveness, close support, technical coping and retaliation were 
moderately adopted. This result of this study was found to be consistent with the findings of Chi et al. 
(2020) where ignoring was found to be one of the major ways through which students cope with cyber 
harassment as bullying, as most of their respondents chose not to share the information with their 
teachers and parents. Also, Chi et al. (2020) found that students’ preference to discuss the issue of 
cyber harassment with their friends and retaliation were considered as the other alternatives of coping 
with the incident. As seen in this study, seeking close support and retaliation were found to be 
moderately employed in coping with cyber harassment. The findings of Gupta, Soohinda, Sampath and 
Dutta (2023); Espino, Guarini and Del Rey (2023), Machackova, Cerna, Sevcikova, Dedkova and 
Daneback (2013) among others were in support of this study as they found that ignoring, seeking 
supports, technical coping as well as retaliation as some of the coping strategies being adopted in 
delaing with cyber harassment. 

Reasons for these coping strategies may be due to the nature of the prevalent form of cyber 
harassment experienced by the students. For instance, social isolation was found to be the most 
experienced. This may not warrant taking any other steps than just ignoring the perpetrators to 
concentrate on their studies or move with other friends (Machackova et al., 2013). Also, consequences 
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for this may not be as severe as consequences for other form of cyber harassment which may not have 
grave effects on the victims (Tokunaga, 2010). Also, it is believed that ignoring and inaction is a potent 
way through which perpetrators of cyber harassment could be stopped in carrying out such act in some 
other circumstances (Parris, Varjas, Meyers & Cutts, 2011), hence, the adoption of this strategy. 

Results finally showed that students age, religion and family types were predictive factors in 
students’ experiences and predispositions to cyber harassment, while students’ sex were found to not 
predict experience of cyber harassment of the respondents. For age, the younger students were found 
to experience high level of cyber harassment; for religion, those practicing Christianity were found to 
experience more of cyber harassment; and students from monogamy family were found to experience 
high level of cyber harassment. The study of Mustapha et al. (2021) both agreed and disagreed with 
the findings of this current study. For instance, the sex of the students was found to predispose them 
to cyber harassment, however, unlike this present study, factors such as religion and age were not 
found to predispose students into cyber harassment. However, the study of Agustiningsih and Yusuf 
(2023) found that the sex of students does not predispose them to cyber harassment, thereby, 
agreeing with this present study. The findings of Machackova et al. (2013) also disagreed with the 
results of this study, as sex was found to significantly predict students’ experience of cyber harassment, 
while age was found to have no predictive ability. From this, it can be concluded that previous research 
shared diverse perspective on this. However, probable reasons for this present research could be due 
to the fact that both male and female respondents have equal access to the internet and both genders 
can perpetrate and also fall victim of cyber harassment (Rice et al., 2015). Even though, it is often 
expected that female students may be prone to sexual harassment from their male counterparts, it is 
however important to note that the male students may not be willing to say provocative, sexually 
demeanor words against their female counterparts due to fear of punishment and other 
consequences, seeing the pre-university students live in a controlled environment. While for age, there 
is high probability that those of younger age experience cyber harassment, due to certain fact such as 
being new in the environment and the probability of being at the lower classes and grades (Campbell, 
2005). For religion, this can be justifiable as results for this study showed that religious leaders were 
parts of perpetrators of cyber harassment against the students, while family members were also found 
to be among the perpetrators of cyber harassment against the respondents for this study. This may be 
the probable reasons why religion and family types were predictors of cyber harassment among the 
students. 

CONCLUSION 

From the above result, it can be concluded that social exclusion cyber harassment is the most 
prevalent among pre-university students of Obafemi Awolowo University, Nigeria. In addition, 
visual/sexual cyber harassment, as well as verbal/written harassment were found to be experienced 
by the students. Also, the study concluded that the most common perpetrators of cyber harassment 
include co-students and friends. Also, the most adopted strategies in coping with cyber harassment 
was active ignoring. Whereas factors such as age, religion and family types significantly predict 
students’ predisposition to sexual harassment, while sex did not. 

SUGGESTIONS FOR FURTHER STUDIES AND RECOMMENDATION 

Future research could invetigate the long-term effects of cyber harassment on the academic and 
social performances of the students through the adoption of longitudinal research. This will not only 
provide information on the prevalence and forms of cyber harassment but also it effects. This will also 
help in devising means through which cyber harassment could be addressed among students. 

Seeing that this study is limited to providing information on the forms of cyber harassment and 
perpetrators, it is recommended that future research look into appropriate interventions which could 
help in addressing the prevalence of and reducing the effects of cyber harassment among students. 
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This will be useful in discouraging the perteptrators of cyber harassment, and helping the victims in 
overcoming the mental and social challenges associated with the occurences of cyber harassment. 
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